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Accidental falls pose a risk to the health and independence of
older adults. According to the World Health Organization’s report
titled ”Fall Prevention in Older Age” [7], around 30 % of individuals
aged 65 experience falls annually, and this risk rises for those above
70 years old. Despite various factors contributing to fall prevention
(World, 2008), falls can sometimes result from underlying health
issues, making them difficult to prevent entirely. Hence, timely de-
tection of fall incidents is crucial to averting severe consequences
stemming from fall-related injuries and other hazardous situations.

Tošić et al. [5] present a non-intrusive fall detection solution
based on the smart floor, the same setting can be extended into
an indoor location system and authors also argue a vast spectrum
of possible applications. Hrovatin et al. [4] present local computa-
tion obscured by onion routing so only results of the computation
leave the nodes ensuring the data privacy by never moving the data
from the nodes. An additional possible way to deal with the pri-
vacy problems (preserving privacy) is the to use machine learning
approaches/algorithms on specially encrypted data using homomor-
phic encryption [6].

The machine learning algorithm used in this experiment was Ran-
dom forest [2], more precisely its evolved Python implementation in
Catboost [3] library due to expected low discrepancy of the algo-
rithm on encrypted data. The algorithm is supposed to perform



within marginal differences on the encrypted data as concluded in a
recent study by Matias et al. [1].

We report acceptable results on our test-setting both from the
accuracy (performance) view point and fro the time complexity point
of view.
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